
  

 
 

What is CISA?  

ISACA’s Certified Information Systems Auditor (CISA) designation is a globally recognized certification for IS 

audit control, assurance and security professionals. Being CISA-certified showcases your audit experience, 

skills, and knowledge, and demonstrates you are capable of assessing vulnerabilities, report on compliance and institute 

controls within the enterprise. 

 

LearnersOne’s CISA® course is aligned with the latest 2019 edition of the CISA exam and ensures that you ace the exam 

on your first attempt. Most jobs in this field either require or prefer that candidates have a CISA (Certified Information 

Systems Auditor) certification. The CISA training course will enhance your understanding of IS audit processes and also 

help you understand how to protect information systems. 
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Course Breakdown 
 

Domain 1  The Process of Auditing Information Systems 
Domain 2  Governance and Management of IT 

Domain 3  Information Systems Acquisition, Development, and Implementation 

Domain 4  Information Systems Operations, Maintenance and Service Management 

Domain 5  Protection of Information Assets 
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LearnersOne’s CISA® course is aligned with the latest 2019 edition of the CISA exam and 

ensures that you ace the exam on your first attempt. Most jobs in this field either require or 

prefer that candidates have a CISA (Certified Information Systems Auditor) certification. The 

CISA training course will enhance your understanding of IS audit processes and also help you 

understand how to protect information systems. 

 

Program Features: 
 
 

 69 hours of blended learning 

 29 hours of Online self-paced learning 

 40 hours of instructor-led training 

 Five simulation exams 

 10 industry-based case studies 

 Five domain-wise test papers 

 Exam pass guarantee  
 

Exam voucher included  
 

 

Delivery Mode: 
 

 

Blended - Online self-paced learning and live virtual classroom  



  

 

Prerequisites: 
 
 

To get your CISA certification, you need to: 
 

 Submit the completed application within five years from the date of initially passing the 
examination 

 

 Get all the experience you’ve listed verified by your employers. The experience should have 
been gained within the 10-year period preceding the date of application or within five years of 
passing the examination 

 
 
 

Target Audience: 
 
 
 

 IS/IT auditors/consultants   
IT compliance managers  

 Chief compliance officers   
Chief risk and privacy officers  

 Security heads/directors   
Security managers/architects 

 
 
 

Key Learning Outcomes: 
 

 

Upon completion of this CISA course, you will: 
 

 Be able to identify and assess vulnerabilities and report on compliance and institutional 
controls 

 

 Gain a better understanding of IS audit and assurance guidelines, standards, and best 
practices  

 Learn how to govern and control enterprise IT environments   
Understand the acquisition, development, testing, and implementation of information systems  

 Develop a working knowledge of the five domains of CISA, as prescribed by ISACA   
Acquire the relevant knowledge and skills required to pass the CISA certification exam by 

 
ISACA  



  

 

 

Certification Details and Criteria: 
 
 

 

To become a CISA certified professional, you must meet the following requirements: 
 

 Pass the CISA examination 
 

 Submit an application for CISA certification 

 Adhere to the code of professional ethics  

 Adherence to the continuing professional education program 

 Compliance with the Information Systems Auditing Standards 

 

LearnersOne Course Completion Criteria- 
 
 

 

Online Classroom: 
 

 Attend one complete batch  
Complete one simulation test with a minimum score of 60 percent 

 

Online Self-Learning: 
 

 Complete 85 percent of the course  
Complete one simulation test with a minimum score of 60 percent 

 

 

Course Curriculum: 
 
 

Domain 00 - Course Introduction  
Domain 01 - Process of Auditing Information Systems 

Domain 02 - Governance and Management of IT  
Domain 03 - Information Systems Acquisition, Development, and Implementation  

Domain 04 - Information Systems Operations, Maintenance, and Support  
   Domain 05 - Protection of Information Assets  

 

 

About Us: 
 

Trusted by hundreds of satisfied students and organizations, we are a top-notch educator providing 
the most complete training complete training programs to help you stay informed, engaged and a step 
ahead. 


